Supporting Documents for Chassis
connected to IPC

Many of our customers have asked if they can install their own software on our 3399.
However, we do not open our 3399 to our customers, but, we can add industrial computer
for our customers' usage.

1. Overall device diagram

2. The environment configuration

For the customer, we have already configured it and can skip this step.

2.1 Configuring the IPC

For the first configuration of IPC, the computer and IPC has to be connected through the
network cable. Configure the IP of the IPC and PC separately, and the IPC is configured
through HDMI external display, as follows (left for IPC and right for PC)
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Install the ssh software, sudo apt install openssh-server, so that you can log in
remotely via ssh on the PC, see 3.1 for details.

2.2 Configuring the IPC with 3399

After configuring the same network segment, you can directly call the slamwared and
agent interfaces in the 3399 from the IPC, or ssh to log in to the 3399 remotely.

2.2.1 Configuring 3399

Use the type-c cable to connect the 3399 to the PC, then use the scrcpyscrepy-win64-
v1.17.zip software to remote the Android interface and perform the Ethernet setup of the
3399. The result of using the software is as follows.
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INFO: scrcpy 1.17 <https://github.com/Genymobile/scrcpy>

* daemon not running; starting now at tcp:5037

* daemon started successfully
C:\Users\tong.gu\Desktop\scrcpy-win64-vl.17\scrcpy-win6d-v... file pushed,
© skipped. 81.4 MB/s (34930 bytes in 0.000s)

[server] INFO: Device: rockchip rk3399-cst-std (Android 7.1.2)

INFO: Renderer: direct3d

INFO: Initial texture: 1080x1920

The final 3399 configuration is as follows.

IP address

qateway
192.168.11.1

Ethernet Ip mode

static

2.2.2 Configuring the IPC

Configure the ip of the specified Ethernet port as follows.
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This completes the Ethernet configuration, and the next step is to use it.

3. Instructions for use

3.1 Connecting the IPC

When connecting the IPC for the first time, there are several ways to connect to it. There
are two main ways, depending on the situation, the later option require an external display
via HDMI as well as a keyboard and mouse to operate the graphical interface.

3.1.1 Network cable connection

Continue to connect the 3399 to the computer using the network cable and configure the
newly detected unrecognized network ip as follows.

2il[E
il Internet i IP iZE
‘EREEs S g e EEEE.
£

IPv4
@ =
1P 3Bk

192.168.22.11

TRUES
DNS BgS5REaEe: El#)DHCP) : 255.255.255.0
HERHRET (R fn):

AR PV HibE:
IPv6 DNS FESS28:

(B

Bji% DNS

1Pv4 Hiiik:

HiSwE:

e er % DNS over HTTPS
PR MAC):




SL/AMTEC

This allows you to connect via the ssh remote tool. The user name is robot, the password is
robot123, and the command is ssh robot@192.168.22.1.

3.1.2 Enabling Ubuntu hotspot

With an external monitor, keyboard and mouse, we have a graphical interface, which
makes things easier. The way to turn on ubuntu's hotspot is divided into the three steps.

1. Turn On Wi-Fi Hotspot for ubuntu
2. PC connected to ubuntu's hotspot

3. You can login remotely by ssh in 3.1.1

3.1.2 Connecting to the same wifi

Connect the IPC to the same wifi as the PC, record the IP, and log in remotely via ssh in
3.1.1. The screenshots are as follows, with the IPC connected to Slamtec-Guest and the PC
connected to the same network.
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3.2 Ports for forwarding slamware

In the IPC, you can actually access our 3399 directly through 192.168.11.1, and you can
also call the 1445 SDK1.0 interface and the 1448 SDK2.0 interface. But how the PC can
directly be connected to the IPC, for example, if you want to use RoboStudio and Postman
directly on the PC, you need to forward the port.

1. Create a new forwarding port script sudo vim /usr/local/bin/run_redir.sh
and fill in the following information.

Bash
#! /bin/bash

set -Xx
sleep 10
killall redir

/usr/bin/redir -n :1445 192.168.11.1:1445 &
/usr/bin/redir -n :1448 192.168.11.1:1448 &

wait

2. sudo chmod 777 /usr/local/bin/run_redir.sh

3. Create a new self-redirect service to ensure that the port is forwarded on its own
every time you boot up, sudo vim /1lib/systemd/system/slamware-redirect.service
and fill in the following information.

Bash



[Unit]
Description=Slamware redirect

[Service]
ExecStart=/usr/local/bin/run_redir.sh
Restart=always
StartLimitInterval=1min
StartLimitBurst=10
StartLimitAction=none

[Install]
WantedBy=multi-user.target

4, sudo chmod 777 /lib/systemd/system/slamware-redirect.service
5. Set to self-enable systemctl enable slamware-redirect.service
6. Reboot and you're done

3.3 Interface calls
https://wiki.slamtec.com/pages/viewpage.action?pageld=36208700



https://wiki.slamtec.com/pages/viewpage.action?pageId=36208700
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